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Verdacht des sogenannten , Skimming“ in St.
Michael

Ein 45-Jahriger steht im Verdacht, Dienstagnachmittag durch
Manipulation eines Tankautomaten an die Daten von
Zahlungskarten gelangt zu sein. Der Mann wurde festgenommen.

Eine Mitarbeiterin einer Tankstelle erstattete die Anzeige, dass sie an
einem Tankautomaten eine verdachtige Manipulation festgestellt habe.
Nach einer Vorpasshaltung durch mehrere Polizeistreifen konnte ein
verdachtiger Pkw, gelenkt von einem 45-jahrigen ruméanischen
Staatsbirger angehalten werden. Bei der Nachschau im Fahrzeug
konnten diverse Utensilien zum Anbringen und zur Demontage von
sogenannten Skimming-Geréten sichergestellt werden. Weiters fanden
die Beamten im Fahrzeug als gestohlen gemeldete Linzer Kfz-
Kennzeichen. Der 45-Jéahrige wurde festgenommen und einvernommen.
Der Verdachtige aulRerte sich nicht zum Tatvorwurf.

Es konnten Hinweise ermittelt werden, dass der Verdachtige bereits in
Ober- und Niederosterreich sowie in Wien derartige Taten gesetzt
haben durfte. Dazu laufen weitere Ermittlungen. Der Verdachtige wurde
in die Justizanstalt Leoben eingeliefert.

Skimming

Skimming (englisch fir ,Abschodpfen®) ist ein Begriff flr eine strafbare
Handlung, bei der illegal die Daten von Kreditkarten oder Bankkarten
zum Kreditkartenbetrug ausgespaht werden. Dabei werden illegal
Kartendaten erlangt, indem Daten von Magnetstreifen ausgelesen und
auf gefalschte Karten kopiert werden. Mit der geféalschten Karte erfolgt
dann eine Abhebung bzw. Bezahlung zulasten des rechtmafigen
Karteninhabers. Zusétzlich werden auch die entsprechenden PIN-
Codes — zumeist mittels Kamera — ausgespaht.
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Tipps der Kriminalpravention

Merken Sie sich lhre PIN und vernichten Sie im Anschluss den PIN-
Brief. Schreiben Sie ihre PIN niemals auf und fihren Sie in keinem Fall
die PIN zusammen mit lhrer Karte mit.

Achten Sie bei der PIN-Eingabe im Geschaft oder am Geldautomaten
darauf, dass Sie die Tastatur mit der Hand oder der Geldborse
verdecken.

Bitten Sie Personen, die Ihrer Meinung nach die PIN-Eingabe
beobachten kénnten, Abstand zu halten.

Sollte Ihre Bankomat-Karte abhandengekommen sein, nutzen Sie den
Sperr-Notruf 0800-2048800 (auf jedem Bankomaten zu finden).
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